
                                                                                                                                                    

 

Data Protection Declaration  

Data Protection Information for Job Applicants 

This information on data protection relates to the processing of the personal data of job 

applicants (data subject, hereinafter “you” or “yours”) by 

• CTS EVENTIM AG & Co. KGaA 

• CTS EVENTIM Austria GmbH 

• CTS EVENTIM Solutions GmbH 

• CTS EVENTIM Sports GmbH 

• Eventim Intelligence GmbH 

• EVENTIM Light GmbH 

• EVENTIM Marketing and Sponsoring GmbH 

• EDGE Entertainment Digital GmbH 

• Holiday on Ice Services B.V. | Holiday on Ice Productions B.V. 

• Kess Berlin GmbH 

• Ticket Online Sales & Service Center GmbH 

when applicants use the careers website and go through the entire application process, 

whereby processing is in accordance with the General Data Protection Regulation 

(hereinafter “GDPR”) and the German Federal Data Protection Act (hereinafter “BDSG”). The 

controller within the meaning of Art. 4(7) GDPR is the company to which you are applying for 

a position (hereinafter “EVENTIM”, “we” or “us”). 

 

1. Scope, controller and definitions 

1.1 Scope of this data protection information 

1. This information on data protection relates to the use of the careers website (at 

karriere.eventim.de) and the entire application process.  

2. This information on data protection only relates to the processing of the personal data of 

job applicants and the personal data collected in connection with the submission of a job 

application to EVENTIM. 

 

 



                                                                                                                                                    

 

1.2 Controller for the processing of your personal data 

The company to which you are applying for a position is responsible for the processing of 

your personal data: 

CTS EVENTIM AG & Co. KGaA  

Hohe Bleichen 11 

20354 Hamburg 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

 

CTS EVENTIM Austria GmbH 

Mariahilfer Straße 41-43 

1060 Wien 

E-Mail: datenschutz@oeticket.com 

Tel.: +43 1589-54 0 

 

CTS EVENTIM Solutions GmbH 

Contrescarpe 75 A 

28195 Bremen 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

 

CTS EVENTIM Sports GmbH 

Hohe Bleichen 11 

20354 Hamburg 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

mailto:datenschutz@eventim.de
https://karriere.eventim.de/links/eventim/datenschutz
mailto:datenschutz@eventim.de
mailto:datenschutz@eventim.de


                                                                                                                                                    

 

Eventim Intelligence GmbH 

Hohe Bleichen 11 

20354 Hamburg 

E-Mail: datenschutz@eventim.de  

Tel.: 0421-3666 0 

 

EVENTIM Light GmbH 

Hohe Bleichen 11 

20354 Hamburg 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

 

EVENTIM Marketing and Sponsoring GmbH  

Hohe Bleichen 11 

20354 Hamburg 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

 

EDGE Entertainment Digital GmbH 

Kurfürstendamm 59 

10707 Berlin 

E-Mail: datenschutz@eventim.de 

Tel.: +49 421-3666 0 

 

 

 

mailto:datenschutz@eventim.de
mailto:datenschutz@eventim.de
mailto:datenschutz@eventim.de
mailto:datenschutz@eventim.de


                                                                                                                                                    

Holiday on Ice Services B.V. | Holiday on Ice Productions B.V.  

Marktplein 108 

2132 DD Hoofddorp 

E-Mail: HRM@holidayonice.com 

Tel.: +31 (0) 88 023 5127 

 

Kess Berlin GmbH 

Grunerstr. 13  

10179 Berlin  

E-Mail: datenschutz@kessberlin.de 

Tel.: +49 30-767580 400 

 

Ticket Online Sales & Service Center GmbH  

Ludwigsluster Str. 33 

19370 Parchim 

E-Mail: datenschutz@ticketonline.com 

Tel.: +49 (0) 3871 211 400 

 

1.3 Order processing  

For the efficient implementation of application procedures, we use an applicant management 

system from softgarden e-Recruiting GmbH, Tauentzienstr. 14, 10789 Berlin (contact: 

datenschutz@softgarden.de), which operates the applicant management system as a 

processor within the meaning of Art. 4 No. 8 GDPR. A contract for order processing in 

accordance with Art. 28 GDPR has been concluded with the provider, which ensures 

compliance with data protection regulations. 

We remain your first point of contact for exercising your rights as a data subject and for 

handling the application process. You can contact us directly using the details of the 

controller provided above or, if specified, contact the data protection officer in confidence. 

mailto:HRM@holidayonice.com
https://karriere.eventim.de/links/eventim/datenschutz


                                                                                                                                                    

 

1.4 Definitions 

This information on data protection is based on the following data protection terms, which we 

have defined for easier understanding: 

1. The BDSG is the German Federal Data Protection Act (“Datenschutz-Anpassungs- und 

‑Umsetzungsgesetz EU” – DSAnpUG-EU), which aligns German data protection legislation 

with the EU General Data Protection Regulation (Regulation (EU) 2016/679) and implements 

Directive (EU) 2016/680. The BDSG, which came into force on the same date as the GDPR, 

specifies the requirements of the GDPR in certain areas (e.g. the processing of employee 

data by employers). 

2. The GDPR is the General Data Protection Regulation (Regulation (EU) 2016/679 of the 

European Parliament and of the Council of 27 April 2016 on the protection of natural persons 

with regard to the processing of personal data and on the free movement of such data, and 

repealing Directive 95/46/EC). 

3. The recipient is a natural or legal person, authority, institution or other body to which 

personal data is disclosed, regardless of whether it is a third party or not. Authorities, 

however, which within the framework of a specific inquiry mandate may receive personal 

data under Union law or the law of the member states shall not be considered recipients; the 

processing of such data by these said authorities is carried out in accordance with the 

applicable data protection directives in accordance with the purposes of the processing. The 

recipient of your personal data can be the postal service or a shipping service provider that 

we use to send you an employment contract and other documents associated with your job 

application. 

4. Personal data is all information relating to an identified or identifiable natural person, i.e. 

the data subject. An identifiable natural person is one who can be identified directly or 

indirectly, in particular by assignment to an identifier such as a name, an identification 

number, location data, an online identifier or one or more factors specific to the physical, 

physiological, genetic, mental, economic, cultural or social identity of that natural person. 

Personal data could be the name and contact details of job applicants, for example. 

5. The controller is the natural or legal person, public authority, agency or other body – as 

indicated and defined above – which alone or jointly with others decides on the purposes and 

means of processing personal data. Where the purposes and means of such processing are 

laid down by Union law or by the law of the member states, the controller or the specific 

criteria for his appointment may be laid down in accordance with Union law or the law of the 

member states.  



                                                                                                                                                    

6. Processing is any operation or set of operations which is performed on personal data or 

sets of personal data, whether or not by automated means, such as collection, recording, 

organising, structuring, storage, adaptation or alteration, retrieval, consultation, use, 

disclosure by transfer, dissemination or otherwise making available, alignment or 

combination, restriction, erasure or destruction. Processing can, for example, involve the 

collection and use of your data during the application process (e.g. storing your application 

documents and sending application status information via e-mail). 

 

2. Purposes, legal bases and, if applicable, data categories for processing your 

personal data 

2.1 Visits to the Careers website (log files / cookies) 

1. For operational and maintenance purposes and in accordance with the provisions of 

telemedia law, interaction is recorded (‘system logs’), which are necessary for the operation 

of the website or are processed for system security purposes, for example to analyse attack 

patterns or illegal usage behavior (‘evidence function’). 

2. Your internet browser automatically transmits the following data when you access the 

career portal 

• Date and time of access, 

• Browser type and version, 

• Operating system used, 

• Amount of data sent, 

• IP address of the access. 

3. This data is not used for direct allocation in the context of applicant management and is 

deleted again promptly in accordance with the legitimate retention periods, unless longer 

retention is required for legal or factual reasons, for example for evidence purposes. In 

individual cases, storage for the aforementioned purposes may be considered. The legal 

basis is Art. 6 para. 1 lit. f) GDPR and telemedia law. 

4. Softgarden uses the service of the ISO 27001 certified provider Cloudflare Inc, 101 

Townsend St, San Francisco, USA or the subsidiary Cloudflare Germany GmbH, Rosental 7, 

c/o Mindspace, 80331 Munich Germany (‘Cloudflare’) to increase the security of the platform, 

in particular to protect against DDoS attacks, and to improve the delivery speed. Cloudflare 

provides a network of servers capable of delivering optimised content to the end user and 

intercepting virus-laden traffic. 



                                                                                                                                                    

5. The services provided by Cloudflare include the product ‘Data Localisation Suite’ with the 

components ‘Regional Services’ and ‘Metadata Boundary for Customers’. Both components 

ensure that the transfer of personal data when using our platform takes place exclusively 

within the EU. 

6. The ‘Regional Services’ ensure that the customer content traffic, in this case the end 

customer traffic, is securely transmitted to Cloudflare PoPs within the region selected by 

softgarden and is checked within a Point of Presence (PoP) in this defined region. 

7. Softgarden has chosen Germany as the selected region, therefore all traffic is checked 

exclusively on servers in Germany. Metadata Boundary ensures that Cloudflare does not 

transmit any customer logs originating from the services used outside the European Union. 

8. The personal data processed by Cloudflare includes all content transmitted by customers 

and applicants, i.e. beyond the IP address, all files (application documents) and multimedia 

images, graphics, audio or video, as well as any interaction of their browser with the 

softgarden system. 

9. Cloudflare is the recipient of your personal data and acts as a processor for softgarden. 

This corresponds to the legitimate interest within the meaning of Art. 6 para. 1 sentence 1 lit. 

f GDPR to ensure security and emergency response as well as user-friendliness on the 

platform. 

10. Your personal data will be stored by Cloudflare for as long as is necessary for the 

purposes described, usually 124 calendar days. 

 

2.2 Processing for analysis purposes 

1. Our website uses Matomo, an open-source software for statistically analysing visitor 

access. We have deliberately opted for tracking without cookies to protect your privacy in the 

best possible way and still gain important insights for optimising our website. 

2. Matomo does not collect any personal data in the form of cookies. Instead, information 

about your use of our website is determined using a so-called ‘digital fingerprint’. This 

fingerprint is created by analysing technical information from your browser, such as the 

screen resolution, the operating system used, the language settings and the anonymised IP 

address. This data only allows us to roughly recognize returning visitors but is not suitable for 

uniquely identifying you as a person. 

3. Data processing is carried out based on the legitimate interest in the analysis and 

optimisation of our website in accordance with Art. 6 para. 1 lit. f) GDPR. 



                                                                                                                                                    

 

2.3 Information on cookies 

2.3.1 General information on cookies 

Cookies are stored on your computer when you use our careers website. Cookies are small 

text files that are assigned to and stored on your hard drive by the browser you use. Cookies 

allow certain information to flow to the site that sets the cookie. This information also contains 

personal data. This makes our website more user-friendly and effective. Cookies cannot run 

programs or transmit viruses to your computer. 

 

2.3.2 Types of cookies used 

First-party cookies: 

On the one hand, we use ‘first-party cookies’, i.e. cookies which are set by the servers of our 

website and which can only be accessed by our servers. 

Third-party cookies: 

In addition, cookies from third-party providers (‘third-party cookies’) are integrated on our 

website, whereby these are set by servers of other websites and / or of our website or 

domain and are read by third parties.  

  

2.3.3 Storage period for cookies 

Session cookies: 

Some of the cookies used are session cookies, i.e. cookies that are only stored for the 

duration of your visit to our website. 

Persistent cookies: 

In addition, we also use permanent cookies (‘persistent cookies’), which remain stored on 

your browser after the duration of a session and are automatically erased after a specified 

expiry date. 

  

 

 



                                                                                                                                                    

2.3.4 Purposes for the use of cookies 

Essential cookies: 

The cookies we use are necessary for the proper operation of the careers website and your 

ability to utilise certain necessary functions. 

Functional cookies: 

We also use cookies to enable certain (‘comfort’) functions through automatic (re-)recognition 

of your browser. This includes automatic recognition of language settings, the recovery of the 

content of completed forms or the maintenance of your login status after you leave the 

website and then return again to our karriere.eventim.de website. 

Analytics cookies 

We also utilise cookies to collect information on your visit to www.eventim-business.de, which 

we then use to create anonymous analyses and statistics that enable us to continuously 

improve our website. 

 

2.3.5 Cookie settings by user 

You can use your browser settings to restrict or completely prevent the storage of (certain) 

cookies across websites and to erase cookies that have already been stored. For more 

detailed information, please refer to the instructions or help function of your browser. 

In principle, our website can still be visited and used even after cookies have been restricted 

/ deactivated in the browser settings. Please note, however, that particularly a complete 

deactivation of cookies can lead to limited functionalities of our website. 

 

2.3.6 Listing of cookies set on our website 

Name Service life Description 

JSESSIONID max. 4 h This stores a so-called session ID, with which various requests 

from your browser can be assigned to the shared session. This 

allows your computer to be recognised when you return to our 

website. This session cookie is deleted when you log out or 

close the browser. 

ccm_consent 1 year Used to store the cookie consent agreement, which specifies 

which cookies can be set. 



                                                                                                                                                    

Name Service life Description 

muxData 0 This cookie is used with video players. If you are interrupted 

while watching video content, the cookie remembers where the 

video should start when you reload it. 

has_loggend_in 0 An indicator that shows whether you have already logged in. 

vuid 2 year This first-party cookie created by Vimeo is used to assign a 

unique Vimeo Analytics ID. 

player 1 year This first-party cookie created by Vimeo is used to save your 

player mode settings. 

is_logged_in 0 Is set after your first upload. 

continuous_play_v3 2 year Used to find out whether continuous playback is activated for 

you. 

 

2.4 Integration of external media content from third parties 

1. When you visit our website, you can view various videos that provide you with information 

about us as an employer. To provide this function, we integrate content from third parties into 

our careers page. To display the content, your IP address is processed by the third parties 

offering the content and transmitted to their servers, which may be located in the USA. This 

data transfer takes place on the basis of EU standard contractual clauses. This ensures 

adequate protection of your personal data. In addition, cookies are set and other technical 

information (e.g. browser type) and your geographical location are processed. 

2. This processing is based on your consent. Only after you have given your consent within 

the meaning of Art. 6 para. 1 sentence 1 lit. a) GDPR for this processing will cookies be 

loaded for the purpose of displaying videos and audio-visual content and your data 

transferred to the third parties. 

3. You will find a more detailed description of the services and how your data is processed 

below: 

• Vimeo (API), a service of Vimeo LLC                

• Vimeo Privacy: https://vimeo.com/privacy  

 

https://vimeo.com/privacy


                                                                                                                                                    

2.5 Receipt and processing of job applications 

1. When we receive job applications via our applicant management system, by post, by e-

mail or via an employee referral link, we process your personal data, such as contact details 

(e.g. first name, last name, address, telephone number and e-mail address) and any other 

data you provide with the application (e.g. CV, education and training, language skills and 

work permits). This processing involves reviewing application documents, conducting 

telephone interviews and job interviews, and deciding whether or not to issue a job offer 

(acceptance or rejection). 

2. We also work with recruiting agencies to fill selected positions. Such agencies transmit any 

personal data that you may have provided to them. 

3. Should you be invited in the course of our recruiting process to attend an individual 

assessment centre, your CV will be sent to our aptitude assessment partner, if you have 

given your consent for this. 

4. Processing here is carried out on the basis of Art. 6 Para. 1 Sentence 1 lit. b) GDPR and 

Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of conducting the application and hiring 

process. 

 

2.6 Recruitment in social networks 

1. In order to find qualified applicants, we actively search professional social networks and 

address potential candidates directly – e.g. via their Xing or LinkedIn account. Here, we 

access publicly available personal data from social networks that meet certain filter criteria. 

We make a note of any candidates we are interested in using Xing TalentManager, for 

example, and then store the data. 

2. We process your data for the purpose of making contact with potential job applicants and 

on the basis of our legitimate interest of recruiting suitable employees, as described in Art. 6 

Para. 1 Sentence 1 lit. f) GDPR. 

 

2.7 Candidate search with external human resource consultants 

1. In order to find qualified applicants, we also use external human resource consultants who 

send us profiles of potential candidates. These profiles can also contain your personal data if 

such data is not anonymised. We send such profiles to the relevant department or unit, which 

then conducts the selection process. An employment contract might then be concluded 



                                                                                                                                                    

between the final candidate and our company, or else via the human resource consultant, as 

the case may be. 

2. We process your data here on the basis of Art. 6 Para. 1 Sentence 1 lit. b) GDPR and Sec. 

26 Para. 1 Sentence 1 BDSG for the purpose of contacting candidates and recruiting suitable 

staff members. 

 

2.8 Collection of additional information on applicants / review of references 

1. If necessary, the references provided by applicants are used to obtain additional 

background information on the applicant and verify the information provided – e.g. by 

contacting former employers. This process is used to obtain an even more detailed 

impression of the applicant’s previous activities. 

2. We only collect and review background information after an applicant has given their 

consent for us to do so as described in Art. 6 Para. 1 Sentence 1 lit. a) GDPR and Sec. 26 

Para. 2 Sentence 1 BDSG. In the event that we use publicly available sources (e.g. profiles 

in social networks), the processing of your personal data is carried out on the basis of Art. 6 

Para. 1 Sentence 1 lit. b) GDPR and Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of 

conducting the application process. 

 

2.9 Reimbursing applicant travel expenses 

1. We reimburse your travel expenses if you need to travel to us for a job interview. To this 

end, we process your personal data, such as contact details (address, e-mail address), 

identification data (name) and financial data (bank details). The form for reimbursement of 

travel expenses will be forwarded by our HR department to the respective company or its 

financial accounting department along with the associated receipts. 

2. Processing here is conducted on the basis of Art. 6 Para. 1 Sentence 1 lit. b) GDPR and 

Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of reimbursing travel expenses and 

conducting the job application process. 

 

 

 

 



                                                                                                                                                    

2.10 Talentpool 

1. As part of your application, there is the opportunity to include you in our talent 

pool. Inclusion in the talent pool is necessary in order to be automatically 

considered for further job advertisements, i.e. also for similar or suitable positions.  

 

When you register for the talent pool, the following information will be requested:  

1. Salutation, academic title (optional) 

2. First, last name, email address 

3. Fields of interest 

4. Current career level (optional) 

5. Preferred location(s) (optional)  

6. XING profile or CV 

These are forwarded to all companies in the EVENTIM Group via our applicant 

management system. 

2. Inclusion in the talent pool takes place on a purely voluntary basis with your 

consent and by using an opt-in link. The legal basis is Art. 6 para. 1 lit. a) GDPR. 

Furthermore, we will write to you after 6 months to ask if you still want to be part of 

the talent pool.  

 

2.11 Job-Abo 

To be informed about new job offers, you can subscribe to the job newsletter 

or have suitable jobs displayed on the career board (RSS feed). You can 

define the subscription in more detail by providing information about the 

desired activity and location. 

The subscription also requires you to provide your email address. The legal 

basis for this is your consent to receive the newsletter in accordance with 

Art. 6 (1) (a) GDPR. You can revoke your consent to receive the newsletter 

at any time via the unsubscribe link in the newsletter (opt -out). 



                                                                                                                                                    

No personal data is processed via the RSS feed itself to inform about new 

job advertisements. 

 

2.12 Social Share Buttons 

There is an opportunity to share the job ads on various social networks. 

Different buttons are offered for each network. After clicking on one of these 

buttons, you will be directed to the respective networks and will be taken to 

their login pages. These buttons are not plug-ins and do not transmit any 

personal data directly to the operators of the social networks.  

Currently, the job advertisements can be shared on the following social 

networks: 

1. LinkedIn (https://www.linkedin.com/legal/privacy-policy?trk=uno-reg-

join-privacy-policy) 

2. Xing (https://privacy.xing.com/de/datenschutzerklaerung) 

3. Facebook (https://de-de.facebook.com/privacy/explanation) 

4. Kununu (https://privacy.xing.com/de/datenschutzerklaerung) 

5. Instagram (https://help.instagram.com/155833707900388) 

6. Tiktok (https://www.tiktok.com/legal/page/eea/privacy-policy/de) 

The legal basis is Art. 6 (1) (f) GDPR for statistical analysis and reach 

measurement of job advertisements. 

Under the links provided, you can also find out how the aforementioned 

social networks process your personal data. We have no influence on the 

processing of your personal data by the social networks.  

 

2.13 Online Aptitude Test 

We partially use a scientific online aptitude test for applicants. The provider of this online test 

is Aivy GmbH. Applicants can complete the online test via the website or the mobile 

application of Aivy GmbH. We send applicants an individual link to the online test by email. 

Participation in the online test is mandatory for applicants. 

https://www.linkedin.com/legal/privacy-policy?trk=uno-reg-join-privacy-policy
https://www.linkedin.com/legal/privacy-policy?trk=uno-reg-join-privacy-policy
https://privacy.xing.com/de/datenschutzerklaerung
https://de-de.facebook.com/privacy/explanation
https://privacy.xing.com/de/datenschutzerklaerung
https://help.instagram.com/155833707900388
https://www.tiktok.com/legal/page/eea/privacy-policy/de


                                                                                                                                                    

 

In order to enable participation in the online test, we transmit the email address to Aivy 

GmbH. After the test has been completed, Aivy GmbH informs us of the test result linked to 

the application ID. In this context, Aivy GmbH acts as our data processor. When deciding 

whether an applicant will be invited to a job interview, our HR department takes the results of 

the online test into account. This does not constitute an automated decision-making process 

within the meaning of Article 22 GDPR. 

 

With regard to the execution of the online test as well as the provision of the mobile 

application and the website, Aivy GmbH acts as an independent data controller. Further 

information on the processing of personal data by Aivy GmbH can be found in their privacy 

notice at aivy.app/datenschutz. 

 

2.14 Creation of an employment contract 

1. As soon as we offer you a position, we process your personal data in order to create an 

employment contract for you. This involves collecting all information relevant to the contract 

(e.g. your name, address, title, start/end of employment, work location, salary, bank details, 

health insurance company, etc.). This information is processed and forwarded internally to 

the relevant HR unit. Processing here is conducted on the basis of Art. 6 Para. 1 Sentence 1 

lit. b) GDPR and Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of creating an 

employment contract. 

2. After you are hired, we also process special categories of personal data (e.g. your religion 

for church tax calculations) as well as personal data relating to any criminal convictions or a 

criminal record (e.g. your police clearance certificate). We process your data here on the 

basis of Art. 9 Para. 2 lit. b) GDPR, Sec. 26 Para. 3 Sentence 1 BDSG, Art. 10 Sentence 1 

Note 2 GDPR and Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of creating and 

implementing your employment contract.  

 

2.15 Other processing 

2.15.1 Execution of internal audits and compliance requirements 

1. Your personal data may also be processed within the framework of the planning and 

execution of internal audits at EVENTIM Group locations in Germany and abroad. We also 

use data from other public sources (e.g. credit agencies) on a case-by-case basis. 



                                                                                                                                                    

2. If we implement compliance programs and measures, for example to implement the 

requirements of the German Corporate Governance Code (GCGC) and to identify and 

correct misconduct within the company, corresponding processing of your data may occur.  

3. Under certain circumstances, your personal data may also be processed in these data 

processing operations. We process your personal data to comply with our statutory 

obligations, on the basis of Art. 6 Para. 1 Sentence 1 lit. c) GDPR. In addition, due to the fact 

of our legitimate interests in reviewing the processes and efficiency in the group of 

companies, correcting any misconduct and preventing fraud and, if necessary, in enforcing 

and/or defending our rights, we process your personal data on the basis of Art. 6 Para. 1 

Sentence 1 lit. f) GDPR.   

 

2.15.2 Whistleblowing system 

You can report possible violations via our confidential reporting channels and thus contribute 

to their clarification. EVENTIM operates an independent, impartial and confidential 

whistleblower system for this purpose. 

If we receive reports, we process your personal data insofar as they are provided on the 

basis of our legal obligation within the meaning of Art. 6 Para. 1 Sentence 1 lit. c) GDPR. 

Investigations are always carried out with the utmost confidentiality and with due regard for 

the anonymity of the whistleblower. Information is processed in a fair, expeditious and 

protected procedure. 

Further information: https://corporate.eventim.de/en/company/compliance/ 

 

3. Storage and erasure of your personal data 

3.1 Log files 

The log files of visitors to our Careers website are deleted immediately unless there is a 

suspicion that our services have been abused or that a cyber attack is under way, in which 

case a longer storage period would be justified until the matter can be clarified. 

 

3.2 Applicant data 

If your application is rejected, your data will be deleted within three months after you are 

notified of the rejection. If you have consented to being added to the talent pool, we will store 

https://corporate.eventim.de/en/company/compliance/


                                                                                                                                                    

your data for 12 months, after which time you will receive an automated e-mail message from 

our applicant management system requesting that you give your consent once again to the 

storage of your data in our talent pool. If you do not give your consent to such storage, your 

data will be automatically deleted. If you are hired, your data will be transferred to our internal 

HR system.  

 

4. Categories of recipients of personal data  

1. If you apply for a position at CTS EVENTIM Solutions GmbH, CTS EVENTIM Sports 

GmbH, Eventim Intelligence, EVENTIM Light GmbH, EDGE Entertainment Digital GmbH or 

EVENTIM Marketing and Sponsoring GmbH, our Group HR department at CTS EVENTIM 

AG & CO. KGaA will also process your personal data. The processing of your personal data 

by CTS EVENTIM AG & Co. KGaA is part of an internal collaborative procedure for 

processing your application for a position at EVENTIM. The transfer of data here is based on 

our legitimate interest in carrying out internal administrative activities efficiently and 

collaboratively in accordance with Art. 6 Para. 1 Sentence 1 lit. f) GDPR. 

2. If you have consented to being added to our talent pool, your application data will be 

transmitted to all companies in the EVENTIM Group. The transmission of this data is based 

on your consent in accordance with Art. 6 Para. 1 Sentence 1 lit. a) GDPR and Sec. 26 Para. 

2 Sentence 1 BDSG. 

3. Your personal data will also be transmitted to external IT service providers whose tools 

and platforms we use for the application and recruitment process and who process your 

personal data on our behalf (e.g. the company that makes the applicant management system 

available). We transmit your personal data in order to process your application documents on 

the basis of Art. 6 Para. 1 Sentence 1 lit. b) GDPR and Sec. 26 Para. 1 Sentence 1 BDSG 

and pursue our legitimate interest of ensuring an efficient applicant management process (on 

the basis of Art. 6 Para. 1 Sentence 1 lit. f) GDPR). 

4. If we send you an employment contract and documents associated with your application 

by mail, we will transmit your personal data to the mailing/shipping company. The 

transmission of this data is conducted on the basis of Art. 6 Para. 1 Sentence 1 lit. b) GDPR 

and Sec. 26 Para. 1 Sentence 1 BDSG for the purpose of completing the hiring process for 

employment at EVENTIM. 

5. Beyond this, we transfer your personal data only and in so far a legal obligation exists on 

our part to pass it on. The transmission of this data is conducted on the basis of Art. 6 Para. 1 

Sentence 1 lit. c) GDPR (e.g. to police departments in the context of criminal investigations). 



                                                                                                                                                    

6. If we transfer data to recipients in a third country (located outside the European Economic 

Area), you can find a description under section 2. Some third countries are certified by the 

European Commission through so-called adequacy decisions to have a data protection 

standard that is comparable to the level in the European Economic Area. A list of these 

countries can be found here (link to: https://commission.europa.eu/law/law-topic/data-

protection/international-dimension-data-protection/adequacy-decisions_en). If a country does 

not have a comparable data protection standard, we ensure that data protection is 

adequately guaranteed by other measures, e.g. by means of standard contractual clauses of 

the European Commission for the protection of personal data (link to https://eur-

lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021D0914&qid=1694511844343) or 

binding internal data protection regulations (so-called Binding Corporate Rules). 

 

5. Justified interests in data processing and objection  

1. We process your personal data on the basis of our legitimate interest in recruiting suitable 

employees, ensuring an efficient applicant management process, preventing fraud and abuse 

and conducting our administrative activities in an efficient and collaborative manner. 

2. If we process your personal data on the basis of such legitimate interests (Art. 6 Para. 1 

Sentence 1 lit. f) GDPR), you may object to the data processing at any time. Unless there are 

important reasons to the contrary as defined in Art. 21 GDPR, we will accept your objection. 

Please direct your request to: 

E-mail: datenschutz@eventim.de 

Tel: +49 (0)421-3666 0 

3. If you object to processing, we will process the personal data that we collect in this 

connection in order to respond to your request. Your personal data is processed in order to 

fulfil a legal obligation on the basis of Art. 6 Para. 1 Sentence 1 lit. c) GDPR. 

 

6. Consent and withdrawal of your consent 

1. If you have given us your consent to the processing of your personal data, you may 

withdraw this consent at any time. The withdrawal of your consent is effective for the future. 

The legality of processing your personal data up to the time of withdrawal remains 

unaffected. Please direct your withdrawal of consent to: 

E-mail: datenschutz@eventim.de 

https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://commission.europa.eu/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021D0914&qid=1694511844343
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021D0914&qid=1694511844343


                                                                                                                                                    

Tel: +49 (0)421-3666 0 

2. If you withdraw your consent, we will process the personal data that we collect in this 

connection in order to respond to your request. Your personal data is processed in order to 

fulfil a legal obligation on the basis of Art. 6 Para. 1 Sentence 1 lit. c) GDPR. 

 

7. Your rights 

1. You may at any time, in accordance with the GDPR, request that we 

provide you with information about the personal data concerning you that we process (Art. 15 

GDPR),  

rectify any personal data concerning you that is inaccurate (Art. 16 GDPR) and/or 

erase (Art. 17 GDPR), block (Art. 18 GDPR) and/or release (Art. 20 GDPR) your personal 

data stored by us.  

2. Please direct your request 

via e-mail to datenschutz@eventim.de or 

by letter to CTS EVENTIM AG & Co. KGaA, Hohe Bleichen 11, 20354 Hamburg. 

3. If you assert your rights, we will process the personal data that we collect in this 

connection in order to respond to your request. Your personal data is processed in order to 

fulfil a legal obligation on the basis of Art. 6 Para. 1 Sentence 1 lit. c) GDPR. 

4. In addition to your rights under point 7, you have the right to file a complaint with a 

supervisory authority for data protection if you believe that the processing of your personal 

data by EVENTIM violates the GDPR (Art. 77 GDPR). 

 

8. Other 

1. The terms of this data protection information (available at no charge from 

karriere.eventim.de/en), including the information on the use of cookies for applicants to CTS 

EVENTIM AG & Co. KGaA (available at no charge from karriere.eventim.de/en), apply in the 

version in force on the date of your application. 

2. We reserve the right to supplement and amend the content of this information on data 

protection. The updated Data Protection Information is valid from the time at which it is 

published on our website. 



                                                                                                                                                    

 

9. Contact details of the Data Protection Officer 

Please direct any questions regarding data protection to: 

Data Protection Officer 

CTS EVENTIM AG & Co. KGaA 

Hohe Bleichen 11 

20354 Hamburg 

E-mail: datenschutz@eventim.de 

 

 

 


